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JUMPCLOUD, INC. 

Data Processing Addendum 

This Data Processing Addendum (the “DPA”) is between JumpCloud, Inc. (“JumpCloud”) and the 
customer identified on the Order Form to which this DPA is incorporated (“Customer”), and is either 
(i) incorporated into the Terms of Use located at: https://jumpcloud.com/legal or (ii) incorporated into 
the Service Agreement, each of which may be referred to as (the “Agreement”) between JumpCloud 
and Customer. 
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In Witness Whereof, the parties have caused this Data Processing Addendum to be executed as of 
the date executed by Customer. 
 
[CUSTOMER] 
 
 
 
 
By:   
 
Name:    
 
Title:    
 
Date:   
 

JUMPCLOUD, INC. 
  
 
 
 
By:   
 
Name:    
 
Title:    
 
Date:   
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SCHEDULE 1   

Nature and Purpose of Processing 

JumpCloud will Process Personal Data as necessary to perform the Services pursuant to the Agreement, 
as further specified in the Order Form, and as further instructed by Customer in its use of the Services. 

Duration of Processing 

JumpCloud will Process Personal Data for the duration of the term of the Agreement, as provided in 
the DPA, and as otherwise agreed upon in writing. 

Categories of Data Subjects 

Customer may submit Personal Data to the Services relating to the following categories of data subjects: 

• 
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SCHEDULE 2 

Standard Contractual Clauses 

For the purposes of Article 26(2) of Directive 95/46/EC for the transfer of personal data to processors 
established in third countries which do not ensure an adequate level of data protection 

Name, Address, Tel., Fax, E-Mail of the data exporting organisation: 

The data exporter is the Customer identified in the Order Form. (the data exporter) 

And 

Name of the data importing organisation: JumpCloud, Inc. 

Address: 2040 14th Street, Boulder, CO, 80302 

Tel.: 720.240.5001;                fax: 720.240.5005;             e-mail:   finance@jumpcloud.com 

Other information needed to identify the organisation: 

JumpCloud, Inc. (“JumpCloud”) 
(the data importer) 

each a “party”; together “the parties”, 

HAVE AGREED on the following Contractual Clauses (the Clauses) in order to adduce adequate 
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Clause 6 

Liability 

1. The parties agree that any data subject, who has suffered damage as a result of any breach of the 
obligations referred to in Clause 3 or in Clause 11 by any party or subprocessor is entitled to 
receive compensation from the data exporter for the damage suffered. 

2. If a data subject is not able to bring a claim for compensation in accordance with paragraph 1 
against the data exporter, arising out of a breach by the data importer or his subprocessor of any 
of their obligations referred to in Clause 3 or in Clause 11, because the data exporter has 
factually disappeared or ceased to exist in law or has become insolvent, the data importer agrees 
that the data subject may issue a claim against the data importer as if it were the data exporter, 
unless any successor entity has assumed the entire legal obligations of the data exporter by 
contract of by operation of law, in which case the data subject can enforce its rights against such 
entity. 

The data importer may not rely on a breach by a subprocessor of its obligations in order to 
avoid its own liabilities. 

3. If a data subject is not able to bring a claim against the data exporter or the data importer referred 
to in paragraphs 1 and 2, arising out of a breach by the subprocessor of any of their obligations 
referred to in Clause 3 or in Clause 11 because both the data exporter and the data importer have 
factually disappeared or ceased to exist in law or have become insolvent, the subprocessor agrees 
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2. The parties agree that the supervisory authority has the right to conduct an audit of the data 
importer, and of any subprocessor, which has the same scope and is subject to the same 
conditions as would apply to an audit of the data exporter under the applicable data protection 
law. 

3. 
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Clause 12 

Obligation after the termination of personal data processing services 

1. The parties agree that on the termination of the provision of data processing services, the data 
importer and the subprocessor shall, at the choice of the data exporter, return all the personal 
data transferred and the copies thereof to the data exporter or shall destroy all the personal 
data and certify to the data exporter that it has done so, unless legislation imposed upon the 
data importer prevents it from returning or destroying all or part of the personal data 
transferred. In that case, the data importer warrants that it will guarantee the confidentiality of 
the personal data transferred and will not actively process the personal data transferred 
anymore. 

2. The data importer and the subprocessor warrant that upon request of the data exporter and/or 
of the supervisory authority, it will submit its data processing facilities for an audit of the 
measures referred to in paragraph 1. 

 

On behalf of the data exporter identified in the Order Form: 

 

Signature………………………………………. 

(stamp of organisation) 

 

On behalf of the data importer: 

Name (written out in full):  Larry Middle 

Position:  Chief Financial Officer 

Address: 





 
 

  
  


